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Meeting 5/1/2013

Present: Chandra Amaravadi, Richard Cangro, Sharon Stevens, Cynthia Struthers, Virginia Diehl, Bruce Waters, Kim Hartweg, Anna Valeva

1. Guest – Michael Rodriguez  
Mr. Rodriguez was present to discuss the new password policy.  People at Western will be asked to make a choice to stay with the present password system or change to a longer, more complex password.  The advantage to the latter system will be that one will only have to change passwords once per year.  The new password policy only applies to those who choose to switch to the new password system; the policy exists to assist people in creating a “good” password.

Members of the Council asked a number of questions; here are Mr. Rodriguez’s responses:

There will be no guest admittance to any of the University systems; everyone must sign on to everything.

Concerning #5 under Password Use, the intent is that this is directed toward University systems (not Yahoo Mail, for example).

Concerning #5 under General Password Controls, this applies if you choose to change to a more complex password, and provides specifications for more complex passwords.

This password policy applies to all WIU systems except for STARS and WIUP.

Our spam blocker doesn’t block any edu domains.

Those who choose the new password system will be required to go through online training twice a year.  (Members asked that this be changed to once per year.)  Different training modules will be presented every year (e.g., this year’s topic might be phishing).

The process for resetting passwords is moving toward self-service.   Currently, Guava is asking security questions, and an email with temporary password can be sent to a third-party email address.  In Phase II (coming soon), the one-time password will be sent as a text message to one’s cell phone.

The new policy will allow 6 incorrect logins to give time for people to get to all of their devices to change their password.

Concerning the sensitive data scan, 1 billion files have been scanned (about 60%).  When sensitive material is found, the “owner” is giving 2 weeks to respond.  The sensitive material is archived, encrypted, and stored for up to 3 months.

2.  The minutes of the last meeting were approved (Sharon moved, Cindy seconded).

3.  Chandra reported that the Video Conferencing survey is available online.

4.  Elections for next year’s officers were held:  Anna Valeva was elected as Chair and Sharon was elected as Vice-Chair.

5.  We discussed agenda items for next year:
A. Multimedia classrooms on campus are not sufficient.  Rich noted that UTech serves as a great resource.  (Maybe have people who have done renovations come in and talk about their experience?)
B. Computer databases—currently incomplete.  (Work to complete it, or find out if others might do it?)
C. Budget issues—essential to develop a long-term plan for replacing technology.  Thoughts:  keep desktops updated to labs?   Allow individuals to update their own software licenses?  Allow faculty to print from laptops?  Restrict student printing?  How?
D. Have Stephen Frazier come in to give another overview.

Remarks from outgoing Chair:
This year we had a number of guest speakers: Stephen Frazier, Chad Hankins, Roger Rundquist, and Michael Rodriguez.  Several members remarked that they thought that was worthwhile.  CIT recommended the IClicker 2, and that will be supported by CITR.  The committee discussed a survey on video conferencing.

We discussed changing the meeting time for next semester to Wednesdays at 1:10.  Anna will contact the new committee members to see if that will work for them.

The meeting was adjourned at 2:00 pm.
